Context Management (CCOW) Conformance – Description and Declaration of Conformance

The HL7 Context Management Standard, Version 1.3, (“the Standard”) is embodied in the following documents:

· Health Level-Seven Standard Context Management Specification,
Technology and Subject-Independent Component Architecture, Version CM-1.3 (i.e., this document), called “the Architecture Specification” in this section.

· Health Level-Seven Standard Context Management Specification,
Subject Data Definitions, Version CM-1.3, called “the Subject Specification” in this section.

· Health Level-Seven Standard Context Management Specification,
User Interface: Microsoft Windows and Web Browsers, Version CM-1.3, called “the User Interface Specification” in this section.

· Health Level-Seven Standard Context Management Specification,
Component Technology Mapping: ActiveX, Version CM-1.3, called the “ActiveX Technology Mapping” in this section.

· Health Level-Seven Standard Context Management Specification,
Component Technology Mapping: Web, Version CM-1.3, called the “Web Technology Mapping” in this section.

· The responsibilities for applications and CMA components relative to claims of conformance with the Standard are described below.

1.1 General Approach and Goals

Application standards, particularly those in healthcare, often represent a trade-off between “plug and play” interoperability and adaptability to a wide variety of user requirements. The Context Management Standard was conceived and is specified in order to be very nearly plug and play. 

Specifically, the Standard contains very few options. Where there are options, vendors are generally expected to implement all the options, so that users are not surprised by compatibility issues after contracting for a product. In the few cases where there are optional features that need not be adopted by a vendor in order to claim compliance, a concise conformance form, defined later in this section, shall be used by vendors to unambiguously describe their conformance with the Standard so that purchasers may understand this a priori.

The following sections apply to the various kinds of programs that have categorically different requirements for conformance:

· Application

· Context Manager

· Mapping Agent

· Annotation Agent

· Authentication Repository

The sections below describe the requirements for conformance for each of these types of programs.

1.1.1 Context Management Standard Declaration of Conformance

For each program category listed above a Context Management Standard Declaration of Conformance Form is defined. Vendors of products in one of the program categories should use to certify the conformance of those products. Purchasers should be able to receive a copy of the form, without modifications to the wording, signed by a representative of the vendor with the authority to enter into contracts, prior to contracting for the purchase of software for which conformance to the Standard is claimed.

1.1.2 Future Conformance Requirements

It is not expected that products in all program categories will always be required to conform to all of the standard subjects or technology mappings defined in future versions of the Standard. As future versions of the Context Management Standard define new subject areas and technology mappings, the revised standards will include revised Declaration Forms, so that vendors can indicate the new subjects and/or technologies that they do support.

The table below indicates the expectations with respect to current and future conformance requirements.

	Product Category
	Technology Mappings
	Standard Subject Areas

	Application
	declare those supported
	declare those supported

	Context Manager
	declare those supported
	support all

	Mapping Agent
	declare those supported
	declare those supported

	Annotation Agent
	declare those supported
	declare those supported

	Authentication Repository
	declare those supported
	n/a


1.2 Applications

Any application claiming to conform to the Standard shall provide the following certificate and conform to the requirements that are checked.
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Application

It is required that all the boxes below be checked.

(
Implements all of the policies, protocols, rules, and constraints defined for applications as specified in the Architecture Specification; Implements the ContextParticipant interface, and uses the ContextManager interface as well as the ContextData, SecureContextData, and SecureBinding interfaces as necessary as defined in the Architecture Specification.

(
Implements the user interface policies, protocols, rules, and constraints defined for applications and as specified in the User Interface Specification.

At least one of the boxes below must be checked.

(
Implements the Patient Link capability as defined for applications in the Architecture Specification and Subject Specification.

· Implements the Encounter Link capability as defined for applications in the Architecture Specification and Subject Specification.

· Implements the Observation Link capability as defined for applications in the Architecture Specification and Subject Specification.

· Implements the User Link capability as defined for applications in the Architecture Specification and Subject Specification.

· Implements the Certificate Link capability as defined for applications in the Architecture Specification and Subject Specification.

The following boxes below may be checked.

· Implements the Custom Link capability for one or more custom subjects, as defined for applications in the Architecture Specification and Subject Specification.

· Uses an authentication repository, including the AuthenticationRepository interface, as defined in the Architecture Specification.

At least one of the boxes below must be checked.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for applications and specified in the ActiveX Technology Mapping.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for applications and specified in the Web Technology Mapping.

1.3 Context Manager

Any context manager claiming to conform to the Standard shall provide the following form, and conform to the statements that it contains.
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Context Manager

It is required that all the boxes below be checked.

(
Implements all of the policies, protocols, rules, and constraints defined for context managers as specified in the Architecture Specification; Implements the ContextManager, ContextData, SecureContextData, SecureBinding, and ImplementationInformation interfaces; uses the ContextParticipant, MappingAgent and ContextAgent interfaces, as defined in the Architecture Specification.

· Implements general support for common and secure links, as well as specific support for Patient Link, Encounter Link, Observation Link, User Link, Certificate Link, and multiple custom links, as specified in the Architecture Specification and Subject Specifications.

· For each of the technologies supported (see below), implements full context sharing and interoperability amongst and between the applications and mapping agents that employ these technologies. 

At least one of the boxes below must be checked.
· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for context managers and specified in the ActiveX Technology Mapping.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for context managers and specified in the Web Technology Mapping.

1.4 Mapping Agent

Any mapping agent claiming to conform to the Standard shall provide the following certificate and conform to the requirements that are checked.
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Mapping Agent
It is required that all the boxes below be checked.

(
Implements all of the policies, protocols, rules, and constraints defined for a mapping agent as specified in the Architecture Specification.

· Implements the MappingAgent or ContextAgent interface, and the ImplementationInformation interface, and uses the SecureBinding, ContextData or SecureContextData interfaces as necessary as specified in the Architecture Specification.

At least one of the boxes below must be checked.
(
Implements support for a Patient Mapping Agent.

· Implements support for an Encounter Agent.

· Implements support for an Observation Agent.

· Implements support for a User Mapping Agent.

· Implements support for a Custom Mapping Agent. 

At least one of the boxes below must be checked.
· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for mapping agents and specified in the ActiveX Technology Mapping.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for mapping agents and specified in the Web Technology Mapping.
1.5 Annotation Agent

Any annotation agent claiming to conform to the Standard shall provide the following certificate and conform to the requirements that are checked.
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Annotation Agent
It is required that all the boxes below be checked.

(
Implements all of the policies, protocols, rules, and constraints defined for an annotation agent as specified in the Architecture Specification.

· Implements the ContextAgent and ImplementationInformation interfaces and uses the SecureBinding, ContextData or SecureContextData interfaces as necessary as specified in the Architecture Specification.

At least one of the boxes below must be checked.
· Implements support for a Certificate Annotation Agent.

· Implements support for a Custom Annotation Agent.

At least one of the boxes below must be checked.
· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for annotation agents and specified in the ActiveX Technology Mapping.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for annotation agents and specified in the Web Technology Mapping.
1.6 Authentication Repository

Any authentication repository claiming to conform to the Standard shall provide the following certificate and conform to the requirements that are checked.
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Authentication Repository

It is required that all the boxes below be checked.

· Implements all of the policies, protocols, rules, and constraints defined for an authentication repository as specified in the Architecture Specification; implements the AuthenticationRepository, SecureBinding, and ImplementationInformation interfaces as specified in the Architecture Specification.

At least one of the boxes below must be checked.
· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for authentication repositories and specified in the ActiveX Technology Mapping.

· Employs the technology, subject to all of the policies, protocols, rules, and constraints, defined for authentication repositories and specified in the Web Technology Mapping.

