Detailed Test Incident Report Instructions

The QA Test Analyst executes tests with defined expected results in accordance with the test plan.  When a test execution fails against the expected criteria, the QA Test Analyst (1) enters the test incident into ClearQuest or (2) if ClearQuest is unavailable, completes the Incident Information to manually capture the information necessary for the subsequent reproduction of the error.  At a minimum, this information should include, but is not limited to the following:

Incident Information Section

1) QA Test Analyst.  The person(s) responsible for performing the software testing.

2) Date.  The date of the report.

3) Project Name.  The name assigned to the project.

4) Application and Version #.  The software package associated with the project and version number.

5) Patch #.  The patch designation, if applicable.

6) Test Script ID.  The identification number assigned to the test script.

7) Option, Module or Routine Name.  The option, module or routine name pertinent to the incident.

8) Problem Summary.  A description of the error or problem.

9) Screen Capture of the Incident. (optional)  A copy of the screen display when the problem or error occurred.

The QA Test Analyst provides sufficient information to reproduce the test incident and completes the Resolution Information section of this report as follows:

Resolution Information Section

1) Incident ID #.  A unique, sequential number used to identify the incident, assigned by the SQA Analyst. 

2) Date Resolved.  The date the incident was resolved.

3) Test Incident Code.  CM=Configuration Management, CO=Coding, CS=Coding Standards, DC=Documentation Content, DE=Design, DP=Documentation Presentation, IA=Integration Agreement, PE=Performance, RE=Requirements, TR=Traceability, TP=Test Plan.

a) Configuration Management – The work product is not the current version, test version number is incorrect, final software version number is incorrect, or the patch number is incorrect.

b) Coding – Some aspect of the product code (syntax), build, or installation is in error.

c) Coding Standards – The product or product component does not conform to programming standards and conventions.

d) Documentation Content – There is a problem specific to the documentation subject matter, such as incomplete item, incorrect item, missing item, conflicting item, confusing item, redundant item, illogical item, etc.

e) Design – The product or product component does not conform to the design programming standards and conventions or is incorrect, confusing, etc. It may not meet the usability requirements of the user.

f) Documentation Presentation – There is a problem with the document as a whole, such as not meeting documentation standards and conventions, document formatting problem, etc.

g) Integration Agreement - The integration agreement is either non-existent, incorrect, incomplete, incorrect, unapproved, etc.

h) Performance

i) Performance Problem – The speed of the product or a product component is unacceptable.

ii) Interface or Timing Problem – Some aspect of the software or hardware interfaces do not function properly.

i) Requirements – There is a problem specific to the requirements subject matter, such as incomplete requirement, incorrect requirement, missing requirement, conflicting requirement, confusing requirement, redundant requirement, illogical requirement, etc.

j) Traceability - The item cannot be traced to the source document, such as an item in the Software Requirements Specification document does not trace to an item in the Initial Request Analysis.

k) Test Plan – There is a problem specific to the test plan or test script’s subject matter. The Test Plan contains incomplete, incorrect, missing, conflicting, confusing, redundant, or illogical test requirement. The Test Script contains incomplete, incorrect, missing, conflicting, confusing, redundant, or illogical test cases.

4) Resolution.  The solution for the identified test incident.

5) Impact Code.  High Impact, Medium Impact, Low Impact. Impact is the classification of anomalies, test incidents and defects according to their potential damage to the software, systems, patient, personnel or operating systems. Impact is also known as severity, particularly with testing.

a) High Impact Test Incident – an error or absence of functionality that may severely jeopardize patient or personnel safety; adversely impacts all users; represents a significant value or cost; is governed by Congressional mandate; affects either a large database or critical data; represents a major security failure; requires Food and Drug Administration (FDA) certification/approval; affects Veterans Integrated Service Network (VISN) issues; negatively impacts the interdependence of applications; and does not permit an acceptable workaround.

b) Medium Impact Test Incident – an error or absence of functionality that adversely affects the safety of veterans issues or users of large applications, i.e., Pharmacy, Lab, etc.; represents a high value or cost; sponsored or initiated by the National Program Office; regularly impacts essential operational or business services; or causes inconvenience and does permit an acceptable workaround.

c) Low Impact Test Incident – an error or absence of functionality that may cause operator/user inconvenience and minimally affects operational functionality.

6) Developer. The person responsible for performing the analysis on the incident.

Detailed Test Incident Report

Incident Information

	QA Test Analyst: 
	Date:  

	

	Project Name: 
	Application and Version #:

	

	Patch #: 
	Test Script ID: 

	

	Location (Option, module or routine name, field, etc): 

	

	Problem Summary: 

	

	Screen capture of the incident (optional): 

	




Resolution Information 

Incident ID# (Assigned by Project's SQA Analyst):

Date Resolved:

Test Incident Code: (CM, CO, CS, DC, DE, DP, IA, PE, RE, TR, TP)

Resolution:

Impact Code: (High, Medium, Low)

Developer:

Detailed Test Incident Report Sample

Incident Information

	QA Test Analyst:  Paula Programmer
	Date:  11-11-97

	

	Project Name:  Modify CPT Codes
	Application and Version #:  Surgery V3.5

	

	Patch #:  SR*3.5*22
	Test Script ID:  2

	

	Option, module or routine name: SROCD

	

	Problem Summary:  Maxstring

	

	Screen capture of the incident:  (not shown)

	




Resolution Information 

Incident ID# (Assigned by Project's SQA Analyst):  1

Date Resolved:  11-12-97

Anomaly Code:  CO 

Resolution:  Changed subscripting

Developer:  David Developer
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