Test Incident Log Instructions

1. Test incidents are recorded in the Test Incident Log. The recorder enters the test incident information (blocks 8-18) into the Log: Test Incident Identifier (ID), Test Cycle, Test Case ID, Description, Reported By, Date Reported, Impact, Test Incident Code, Status, Resolution, and Date Resolved.

2. The recorder sends the Test Incident Log to the Project Manager. The Project Manager assigns the test incidents to the developers. When the test incidents are repaired, the developer informs the recorder that the test incidents are repaired.

3. The recorder verifies that the test incident is resolved. When the test incident is repaired, the recorder closed the test incident by changing the status to “closed” and by supplying a resolution and resolution date.

Useful Tips:

Another recording device may be used as the Test Incident Log. If another device, such as an Excel spreadsheet, Access database or automated test management tool, is used, then the recorder ensures that both the General Information and the Test Incident Information below are represented in the recording device for reporting purposes.

Best practice suggests that one person maintain the Test Incident Log. Frequently, many different testers report test incidents to a single point of contact. One recorder helps to ensure consistency and limit redundancy.

It is important to supply the “appropriate level of detail” when recording a test incident. Simply put, supply enough information for the developer to find, recreate and repair the test incident. Specify the screen, field, behavior and actual result that occurred.

General Information: 

1. Project Name:  The name assigned to the project.

2. TeamPlay ID:  The ID number for the project as defined in TeamPlay.

3. Application Name: The name of the software under test.

4. Application Version: The version number for the application under test.

5. Patch #: The identifier assigned to the patch.

6. Recorder: The person responsible for submitting, tracking, and closing test incidents in the Test Incident Log.

7. Test Category: The individual/team responsible for maintaining the log. Place an * in the space provided beside the appropriate category.

Test Incident Information:

8. Test Incident ID:  A unique, sequential number used to identify the test incident.

9. Test Cycle: The end-to-end execution of tests, per phase. Multiple tests may be executed during each phase. Tests may be repeated in subsequent cycles.

10. Test Case ID:  The reference number of the specific test case or test script.

11. Description: A brief description of the problem.

12. Reported by: The name of the person who discovered the test incident.

13. Date Reported:  The date the incident was reported.

14. Impact: The classification of test incidents according to their potential damage to the software, systems, patient, personnel, or operating systems. Within industry, impact is also known as severity. Impact is classified in three levels:

· High Impact Test Incident: an error or lack of functionality that may severely jeopardize patient or personnel safety; adversely impacts all users; represents a significant value or cost; is governed by Congressional mandate; affects either a large database or critical data; represents a major security failure; requires Food and Drug Administration (FDA) certification/approval; affects Veterans Integrated Service Network (VISN) issues; negatively impacts the interdependence of applications; and does not permit an acceptable workaround.

· Medium Impact Test Incident: an error or lack of functionality that adversely affects the safety of veterans issues or users of large applications, i.e., Pharmacy, Lab; etc.; represents a high value or cost; sponsored or initiated by the national Program Office; regularly impacts essential operational or business services; or causes inconvenience and does permit an acceptable workaround.

· Low Impact Test Incident: an error or lack of functionality that may cause operator/user inconvenience and minimally affects operational functionality.

15. Test Incident Codes: CM=Configuration Management, CO=Coding, CS=Coding Standards, DC=Documentation Content, DE=Design, DP=Documentation Presentation, IA=Integration Agreement, PE=Performance, RE=Requirements, TR=Traceability, TP=Test Plan. See the Detailed Test Incident Report Instructions for test incident code definitions.

16. Status: A state through which a test incident passes from identification to closure.
17. Resolution: The resolution is the solution identified for the test incident. There are four possible solutions: duplicate, enhancement request, fixed, fixed indirectly, and functions as designed. If needed, the description field can be used to record comments on the nature of the resolution.

18. Date Resolved: Date the incident is resolved.
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	3
	3.1.4.4.3
	BCMA failed to confirm administered dose and accurately document the selected fractional dose.

ReqPro reference: SPEC 18-29
	HH
	04/12/03
	Critical
	SRS
	Open
	Work around exists.
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	3
	3.1.4.1.1
	Patient Transfer notification sent and changes to the VDL’s last action column occurred. Expected result – no notification and no changes.

ReqPro reference: SPEC 03-17

	BW
	04/12/03
	Highly Critical
	SRS
	Open
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