Steps on How to Obtain a DS Access Station 

DS Access Station policy is found in Fast Letter 10-08, dated April 1, 2010. 

1. Select the appropriate VBA Role and Responsibility that fits your Position (IE: Agency POC, Site Security Manager (SSM) Super User or User).  These positions are better explained in Fast Letter 10-08.
2. Selected Person will submit the necessary documents (Site Security Manager Permissions Request Form and Site Security Managers’ (SSM) DD Form 2875, System Authorization Access Request (SAAR)) based on the Role, see Enclosures 3 and 4 of Fast Letter 10-08 for more information and details on submission. 

3. The Selected Person must have a current background investigation of at least a National Check with Inquires (NACI) or higher. 

4. The Site Security Manager is responsible for managing all Super Users and Users at the Regional Office.  They must inform the Agency POC of any additional Personnel assigned roles and any revoking of permissions for people leaving the role.
5. Once Super Users and Users have been granted permission to access the DS Access Station, they will receive and establish a User ID and Password.
6. Go to https://www.dmdc.osd.mil/appj/audit/index.jsp to Logon the Security Online Web Application, click on the OK button at the bottom of the screen to continue. 
7. The next screen is the Registered User Logon page which allows you to input your Username (ID) and Password. 
8. If you are having trouble logging on, call the DMDC Support Center at 800-538-9522 or 800-372-7437.
9. Site Security Managers (SSMs) should review enclosure 1, Security Online Web Application 3.0 User Manual, for more details of their position and application functions on adding new site Users and updating User information. 

10. There will be periodic training available to ensure SSM, Super Users and Users to ensure they are up to date on DS Access Station information and changes to the eBenefits portal.

